**Cyril Chandler**  
903 Red Road, Colorado Springs, CO27834  
(000) 999-9999  
[Email]

**SUMMARY**  
A technically-savvy individual with a deep interest in providing technology defense incident response. Ability to handle analysis and support in various technology areas. Competent in executing, drafting, and maintaining SOPs, along with incident reports.

**PROFESSIONAL SKILLS & KNOWLEDGE**

|  |  |  |
| --- | --- | --- |
| • Statistical Analysis | • Process Improvement | • Quality Assurance |
| • Approach Devising | • Transaction Analysis | • Malware Analysis |
| • Routine Reviews | • Alerts Review | • Penetration Tests |
| • Intrusion Detection | • Scheduling | • Audit Processes |

**EDUCATION**  
Colorado Springs Technical School, Colorado Springs, CO – 2018  
Bachelor’s Degree in Computer Sciences  
Major: Cyber Security

**ACADEMIC ACHIEVEMENTS**  
• Represented the college in 3 states, as part of a technical outreach program.  
• Constantly made it to the top of the Dean’s list, due to exceptional academic record.  
• Played an invaluable part in upping the security of the school system, as a result of which confidential data was saved from cyber attacks.

**EXPERIENCE**

**Cyber Security Intern**  
RCS Corporation, Colorado Springs, CO | 5/2019-10/2019  
• Identified malware and intrusion issues.  
• Conducted initial research based on analytic experienced.  
• Examined alerts from various security monitoring tools.  
• Monitored, investigated, and reported incidents of suspicious activity.  
• Identified potential risks, such as virus and malware attacks, and hacking.  
• Assisted with implementation of counter measures, as well as mitigating controls.  
• Provided and developed the forensic capability to enhance response to the investigation.  
• Fixed detected vulnerabilities, in order to maintain high security standards.  
• Developed and implemented country-wide best practices.  
• Assisted in designing new security systems.  
• Monitored identity and access management, in addition to monitoring for abuse of permissions.  
• Generated reports for both technical and non-technical staff.  
• Analyzed security breaches to determine the root cause of problems.

**Entry Level Cyber Security Analyst Resume Writing Tips**

An entry level cyber security analyst resume should highlight what an applicant can do, despite a lack of experience.

It is important to highlight all your skills and experience for this role.

For instance, you will need to highlight your ability to use statistical analysis to identify fraud.

When writing a resume for an entry-level cybersecurity analyst position, you must concentrate on your skills.

Even though your skills will be limited at this point, you have to make an effort to highlight them.

In addition, any specific academic accomplishments and internships should be mentioned.

<https://coverlettersandresume.com/analyst/entry-level-cyber-security-analyst-resume-sample/>

**Sample resume for an information security specialist**

If you're looking for the top information security specialist jobs, you must make sure your resume is as rock-solid as the security strategies you design and implement. To learn how, view the sample resume for an information security specialist below, and download the [information security specialist resume template](https://media.newjobs.com/seo-media/us/resumes/information-security-specialist.doc) in Word.

Jobs for information security specialists are projected to grow by 28% (or 28,500 jobs) from 2016 through 2026, which is much faster than average, according to the [Bureau of Labor Statistics](https://www.bls.gov/ooh/computer-and-information-technology/information-security-analysts.htm) (BLS). You'll find the highest level of employment for this job in the following states: [Virginia](http://www.monster.com/jobs/search/?q=information-security&where=va), [California](https://www.monster.com/jobs/search/?q=information-security&where=ca), [Texas](https://www.monster.com/jobs/search/?q=information-security&where=tx), [New York](http://www.monster.com/jobs/search/?q=information-security&where=ny), and [Florida](http://www.monster.com/jobs/search/?q=information-security&where=fl); and in the following metropolitan areas: [Washington D.C.](http://www.monster.com/jobs/search/?q=information-security&where=washington__2c-dc), [New York City](https://www.monster.com/jobs/search/?q=information-security&where=new-york-city__2c-ny), [Minneapolis](http://www.monster.com/jobs/search/?q=information-security&where=minneapolis__2c-mn), [Chicago](http://www.monster.com/jobs/search/?q=information-security&where=chicago__2c-il), and [Dallas](http://www.monster.com/jobs/search/?q=information-security&where=dallas__2c-tx).

As an information security specialist, you can expect to earn a median wage of $95,510 per year, or $45.92 per hour, according to the BLS.

**An Information security specialist resume template**

**Tina Smith**

555.555.5555 | Sometown, NY 10310 | ts@somedomain.com | LinkedIn URL

**Information Technology Security Specialist**  
*Develop, implement, monitor and support information systems security programs*

|  |
| --- |
| * IT security specialist with a passion and talent for aligning security architecture, plans, controls, processes, policies and procedures with security standards and operational goals. * Project leader with proven experience directing all phases of complex projects while managing, motivating and mentoring global team members. * Extensive experience developing and testing security architectures of cloud-based systems. |

**Technology Skills**

|  |  |
| --- | --- |
| ***Security:*** | Advanced user of intrusion-detection, IDS/IPS, DLP, SIEM, vulnerability-scanning, Web gateway, proxy appliances and antivirus tools |
| ***Systems:*** | Experience working in mixed Windows/Linux, database and virtualized/physical server environments |
| ***Programming:*** | Knowledge of C, JavaScript, jQuery, PHP, Perl, HTML5, CSS, MySQL |

**Experience**

**ABC Company,** Sometown, NY | 6/2014 to Present

**IT Security Specialist**

Oversee security of the cloud infrastructure, serving as the main point of contact for investigating and resolving security-related issues. Develop threat and vulnerability management policies and manage SEM (security event management) system.

Virtually eliminated threats from malware, advanced persistent threats and security breaches:

* Authored security architecture design documentation and standard operating procedures.
* Introduced use of security metrics to mitigate vulnerability by analysing historical threats, addressing risks/gaps/violations and implementing improved protocols.
* Trained 150 end users on security processes, procedures and risks via the company’s first security education program, which is being rolled out companywide.

**DEF Company,** Sometown, NY | 1/2010 to 6/2014

**Network Administrator & Project Lead**

Planned, directed and coordinated network-related projects and multidisciplinary teams. Accomplished project goals on time, on budget and in alignment with corporate objectives.

Led the implementation of business-critical IT initiatives:

* Developed and launched enterprise-wide software-distribution system delivering automated software updates remotely to all desktops and devices on the network.
* Founded and built internal helpdesk and trained technical staff to provide support to 1,500 users.

**Education**

**ABC University,** Sometown, NY  
**Bachelor of Science, Computer Information Systems**

https://www.monster.com/career-advice/article/sample-resume-information-security-specialist